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2.0 Introduction

The initial step in the Performance Based Budgeting (PBB) cycle is the Defense Security Cooperation Agency’s (DSCA) “Call for Security Cooperation Issues.”  This step is intended to elicit dialogue and discussion between DSCA and the agencies that make up the security cooperation community.  The goal being to foster a better understanding of the issues and challenges faced by the security cooperation community at large, as well as each of the member organizations.

This document represents the Air Force’s response to the Call, which will serve as an aid to DSCA in creating the Security Cooperation Defense Planning Guidance.  Preparation of this response required dialogue among numerous security cooperation organizations within the Air Force.  The information contained within will also be revisited and reevaluated when constructing the Air Force Security Assistance Defense Planning Guidance.

2.1 Document STructure 

Each section of this document contains a question submitted by DSCA to the implementing agencies.  Each response is indicated by the submitting organization.  Please note, not all organizations provided responses to each question.

3.0 What, in your opinion, are the five most pressing issues for security cooperation, in priority order?

3.1 the Five Most Pressing Issues:
· Joint Strike Fighter (JSF) FMS Strategy - USG Security Cooperation community must configure itself to ensure the JSF becomes the “weapon system of choice” in the international community (achieving production and international sales similar to the F-16).  While the JSF Joint Program Office (JPO) has developed an FMS Engineering and Manufacturing Development (EMD) strategy, there is still a requirement to outline service FMS roles/responsibilities for this “joint” Air Force/Navy aircraft. DSCA should coordinate/develop guidance that outlines service FMS roles/resources--ensuring the JSF delivers on its potential to achieve national security access/influence/interoperability goals.

· Workforce Initiatives - The competence and effectiveness of the USG security cooperation community workforce remains essential to the execution of efficient FMS.  Shaping and training the current/future personnel resources to ensure a highly professional FMS/security assistance workforce (esp. despite aging/retiring workforce) will continue to be a priority for the security cooperation community.  

· Marketing Guidance/Principles - The current DoD marketing policy does not reflect the realities of FMS activities today.  The restructure of the US Defense Industry over the last decade has resulted in the consolidation of most major systems into a single source.  Further, foreign defense industry has become major competitors for FMS sales, and in most situations enjoys quasi-governmental support.  The SA community requires new policy advocating the partnering of the SA community and industry into a US Team.  The marketing team will develop strategies for targeting foreign countries in coordination with CINCs for FMS/DCS sales.  The strategy should directly support the CINCs Theater Engagement Plan and US National Strategic Planning.

· Security Assistance Goals/Objectives - Based on the key assumption that DSCA and MILDEP security cooperation goals/objectives should be subordinate to (or at least complement) Unified Command goals/objectives, DSCA should lead an effort to formally engage  applicable security assistance interested players (e.g. OSD, JCS, and Unified Commands) in further defining/refining security assistance goals/objectives.  The end-state should be more specific regional/country objectives (in CINC Theater Engagement Plans) versus general security assistance engagement goals.  More specific Unified Command goals/objectives will translate into more effectively tailoring security cooperation community resources to achieve warfighter priorities.  The FMS program/budget will be more defendable if there is a clearer audit trail to Unified Command objectives.

· Streamline export control system - Companies must still wait months to even discuss possible projects, because the US export controls system, a dinosaur of the Cold War, is slow and unresponsive. In today's business world, deals can be made and lost in the time it takes Department of State (DOS) and DoD to review a license request.

Ancillary to the Five Most Pressing Issues:

· Continuous Improvement - Delivering on reinvention initiatives (as presented at Sep 01 DSCA Security Cooperation Conference) as well as selecting the most productive areas for further security assistance process improvement must be considered a security cooperation priority.  International customers must continue to sense/see that substantial customer-oriented changes are taking place in the USG Security Cooperation community.   The Security Cooperation Community should continue to pulse international stakeholders for their process improvement concerns, then take appropriate actions to change/modify improve processes.

· Updating disclosure policy to keep pace with rapidly changing technologies.

· Sustainment of aging fleets (F-4, F-5, C-130, T-37, etc) and upgrade of older missiles. 

· Advanced Medium Range Air to Air Missile (AMRAAM) Release Policy: The new Administration should either revise or reaffirm the policy.

· Storage to include US territories/possessions outside the Continental United States (CONUS).

· Shorten the Non-Recurring Cost (NRC) Waiver approval process or eliminate NRC recoupment for more mature systems.  The near 100% approval rate is greatly welcomed by our foreign allies, but the slow processing of waivers hinders the competitiveness of US systems in the fast moving DCS environment.

· Eliminate the 20-day informal Congressional Notification period for our more frequent FMS customers, like South Korea.

· US/USAF Electronic Warfare Policy needs to be clarified.  Once this has been accomplished we should ready ourselves for the pushback from the countries (wanting more and threatening to go non-US) and the contractors (saying we are being too stringent in our requirements and scaring off any new business).

· Better clarification of US Space policy on information and technology sharing.

· Providing capability to our Allies/friends without risk to the US war fighter and without risk of unintended transfer of US technology.

· Automation – There should be continued and expanded use of web-based technology by DSCA, Defense Institute of Security Assistance Management (DISAM) and the MILDEPs to post and link important security cooperation program information across the DoD security cooperation community.  The community should consider a notification mechanism when important new information has been posted that would alert "subscribers."  The process would be similar to Deskbook's AcqNow subscription service.  Without this notification service, community personnel must rely on web surfing or word-of-mouth to become aware of information posting.  

· Information Management - The DoD and the USAF is moving more and more toward a digital environment in the management of information and data.  Many countries are lagging behind the US in investing in the support infrastructure and business management process necessary to take full advantage of this technology.  The DoD/USAF must take steps to further publicize the cost benefits of this technology while being prepared to support the continuing data needs of those countries that cannot/will not commit to the necessary investment.  How does the DoD support the "analog" needs of FMS purchasers in a "digital" environment? Use of web-based technology is expanding exponentially around the globe.  The security cooperation community needs to put more information in the hands of FMS customers quicker and with the capability of manipulating the data themselves to extract needed management reports, data analysis, etc.  This capability can be more responsive to customer needs while relieving dwindling security cooperation personnel from the need to respond to routine customer inquiries.  Additionally, the technology needs to be leveraged in those areas that are heavily reliant upon hard copy paper processing (for instance, country submission of supply discrepancy reports).  The capability exists today, but the DoD and FMS customers must mutually agree to the benefits and make the necessary investment in the hardware required.

· Performance Measures – Meaningful performance metrics need to be implemented that adequately assess the effectiveness and efficiency of critical security cooperation processes.  These measures must be flexible enough to cascade down through the DoD security cooperation support infrastructure so each descending organizational level can see how they contribute to the overall mission.  As performance measures are developed, care should be taken to ensure they will drive desired behavior.  Metrics should be easily tracked via mechanized systems.  While standardization may be desirable, it may not be practical in all cases due to the variances in business processes between the various MILDEPs.

· Contractor Support – Program appropriate Security Assistance subject matter expert (SME) manpower authorizations (UMD) at contractor locations/facilities.

· Involve Security Assistance (SA) training program managers with all DCS activity.

· Program dedicated hardware to meet out year training requirements.

· Recognize the need for and schedule language training early to support training pipeline.  Training programs are adversely affected if in-country English Language Training (ELT) programs fail to properly manage student selection and the ELT training pipeline.  Frequently training, both contractor and blue-suit, must be delayed, cancelled, rescheduled, etc., due to the unavailability of English qualified students resulting in lost time and money for USG, contractors, and international partners.

· Training – Aggressively develop joint FMS/SA training philosophy:

· Establish commonality among services in terms of policy and procedures to eliminate duplicated effort between MILDEPs.

· When feasible, expand SA partner involvement in Joint Chiefs of Staff (JCS) exercises and expand coalition training to develop focus on joint training and evaluation.

· Ensure system sales and training support interoperability between US/host country military departments and within partner coalitions.

· Foreign Disclosure and Affordability – Include foreign disclosure and affordability considerations and the effects they have on regional relationships: 

· Consider affordability of systems at the group/coalition level.

· Optimize interoperability by considering regional factors and releasability as they impact global aspects of coalition employment (i.e., Air Sovereignty Operations Centers, National Military Command Centers, etc.,).

· Space Based Technology – Aggressively develop a plan to incorporate space technology, assets, and training into the SA arena.  Evaluate the impact of increased DCS activity caused by the proliferation of dual use space-based technology and the resulting high level of defense contractor service/involvement within the U.S. space program.

· Technology/Automation – When developing new technology/automated systems that direct and control SA programs, they should be laboratory-tested, field-tested, and the user community trained on their functions before official release.  Include potential users in early system development and work toward simplified singular system development rather than interoperable parallel systems.  Technology should function across all SA users’ computer systems.

4.0 How can the elements of security cooperation better support the recent DPG and regional CINC objectives/TEP?

4.1 SAF/IAG

· Each geographic Commander in Chief (CINC) should author/publish a comprehensive SA Plan for each of their countries and which delineates specific SA goals for their theater of operations.  These plans would support in a concrete way the generalized goals articulated in each TEP and would provide a long-range view incorporating US goals and Host Country desires in each Area of Responsibility (AOR).  The plans could be included as annexes or other addenda to the Security Cooperation Defense Planning Guidance (SCDPG).  United States Commander in Chief Pacific Command (USCINCPAC) has begun this process as a theater initiative, a concept readily adaptable to other AORs.

4.2 SAF/IAPX

· DSCA should articulate in the SCDPG how DSCA and MILDEPs link/subordinate security assistance plans/goals to the DPG and Unified Command plans/objectives.  Presumably, DSCA guidance would clearly outline a security assistance planning hierarchy that places Unified Command AOR goals and objectives at the top of the security assistance planning pyramid.  DSCA should follow up its clearly articulated guidance/philosophy with an effort to more fully engage the Unified Commands in security assistance planning.  This engagement initiative should advertise (via DSCA initiated correspondence/conferences/meetings) that the security cooperation community would welcome more specific security assistance goals.  Moreover, the security cooperation community desires to assist Unified Commands in developing/coordinating more specific regional/country oriented security assistance objectives--that the MILDEPs would then focus their allocated resources on achieving. 

4.3 SAF/IARE

· The SA community does not concern itself enough with new ways to contribute to the development of confidence building measures and cooperative efforts in the world's potential hotspots. Example: We sell lots of stuff to Turkey and Greece, and develop great bilateral relations with each one as a result, but do we ever explore ways through SA to bring them together or at least to reduce the possibility of conflict? I think the answer is no, the SA community focuses efforts in these areas on sales and bilateral relations, and assumes someone else (e.g. State Dept) will worry about the implications. Greece/Turkey/Cyprus, Israel/Neighbors, China/Taiwan, China/India, and the former Yugoslavia are some areas where the higher levels of the SA establishment need to look for additional creative ways to contribute to US security other than the simple maintenance of existing bilateral relations based on the sale of military equipment. The economic benefits and influence we gain through sales are significant, but it just seems that we aren't looking to go any further.

4.4 SAF/IARP

· Build trust and influence through operational training/exercises/deployments, educational/training exchanges, and cooperative R&D programs that lead to increased interoperability.

5.0 How do we define and achieve needed coalition capabilities, particularly in areas of counter terrorism; of C4I?

5.1 SAF/IARE

· Share information. The USG is too tight about its classified information. There are sources and methods that should be protected, but on the whole, I doubt many of our allies would be surprised at our collection capabilities. If the US is going to combat terrorism effectively, if must learn to trust our allies. This goes the same for C4I. If US intelligence information is available at the operational level, counties will be much more amenable to buying systems like Theater Battle Management Control System (TBMCS). Another part of the equation is to allow countries to participate in the requirements definitions process and development of the program (JSF is a great example). They should also be included in higher level planning, such as the Quadrennial Defense Review.

· The key issue for coalition building is how do we transfer technology for allied programs that are grossly underfunded by their governments. If we don't transfer the technology and allow friendly nations to keep up with the US then we ultimately have to fight on our own because nobody else is capable of contributing. I don't want the US to have to carry that burden (as we have over the last decade or so). Hoarding or demanding full compensation (buy-in) for technology transfer can significantly damage strategic US interests. It would be nice if countries would appropriately fund their self-defined requirements but it's not going to happen.

5.2 SAF/IARM

· CINCs should bring together all of the current and potential coalition partners military, intelligence, and counter-terrorism agency “experts” with the intent of an information/procedure-sharing meeting(s) on how they fight terrorism, what works, what doesn’t, and what Command, Control, Communications, Computers, and Intelligence (C4I) aspects are required to do the job.  The intent would be to develop a regional or international school on counter-terrorism that has “buy-in” from the regional/international community.

· In the process of developing the school, it should be derived what coalition capabilities, especially C4I, would be required to conduct a regional/world-wide prosecution of terrorism.

· The CINCs and Country Teams would then get an opportunity to provide their input on whether or not the USG would want coalition partners to have this type of capability.

· Those capabilities approved would be a focus of security assistance.

· Increasing international participation in U.S. professional military education should be a logical parallel action.

5.3 SAF/IARP

· Perhaps the question should be restated in terms of establishing and satisfying operational requirements in a coalition war-fighting environment.  USAF already has an established process for establishing and defining requirements.  The normal process to satisfy such operational requirements is to consider alternatives such as buy more of existing systems, modify training, modify existing systems, or buy/modify foreign systems; the choice of last resort is to develop a new system.  In the case of coalitions, alternatives may be available and practical that would not have been otherwise.  To this end, it would be beneficial to increase knowledge and understanding of the defense acquisition agencies of such potential coalition partners.

5.4 SAF/IARW

· The Joint Staff needs to define appropriate C4I requirements based on CINC inputs needed to support their coalitions. 

· Coalition counter terrorism efforts need to be based on a releasable subset of USG efforts.

5.5 AFSAT

· Increase focus on training aspects of interoperability to minimize the adverse impact resulting from the lack of commonality of hardware.

6.0 What are the challenges to supporting both FMS and DCS?

6.1 SAF/IAPX

· Under the new teaming concept (i.e. Team International), international customers will understandably request side-by-side FMS/DCS pricing options—there is currently no Rule Of Engagement (ROE) to address this logical request (default is to “commercial preference”).

· Foreign Military Sales (FMS) / Direct Commercial Sales (DCS) Strategy - Further defining/refining a coherent FMS/DCS partnering strategy to leverage a USG competitive position in international arms sales must continue to be a USG security cooperation priority.  Clarifying roles/responsibilities/processes is essential to “same page” FMS/DCS efforts to achieve national security goals.  This includes optimizing a single USG face (w/multiple acquisition options) to the international customer.   “Team International” is an excellent start, but DSCA should further define/refine an overarching FMS/DCS partnering “doctrine” as well as specific rules of engagement that further outline how the FMS/DCS community will overcome specific implementation challenges (e.g. FMS support for DCS initiatives, level playing field for multiple DCS players, customer desire for FMS/DCS cost comparisons, loss of FMS revenue due to increased DCS).

6.2 SAF/IARM

· The main challenge is USG oversight of high-tech technology and capabilities sold via DCS.  Currently, other than the export license, there really is no dedicated direct USG oversight.  What ends up happening is the initial license is OK’d but it doesn’t always “get in the weeds” of the nuts and bolts that are being contracted.  With an extremely advanced sale, such as the UAE F-16 Block 60 aircraft, technology transfer issues appear at every step of the road and without proper - and early - USG oversight, mistakes could be made or delays could occur that might negatively impact the overall sale and affect the U.S. contractor and our relationships with the country.  In cases like this, the USG becomes a de facto “middle man” between the country and contractor.  This is not an enviable position.

6.3 SAF/IARP

· DCS export processing times could be improved by providing better Department of Defense (DoD) manning to Department of State (DOS) pursuant to Section 38(g) of the Arms Export Control Act.

· Limited FMS funding available for the inevitable USG support required to ensure US contractors are competitive in DCS competitions (More bluntly - how does the DoD legally recoup expenses incurred in support of DCS efforts).

· Unless US contractors are forthcoming on their DCS pursuits, USG has little visibility as to the required or desired FMS involvement; coming up to speed can slow down the USG response.

6.4 SAF/IARW

· Maintaining an unbiased attitude and appearance to US industry during a competitive DCS sale. 

· Making a determination of whether a sale needs to be FMS or DCS.

6.5 AFMC

· Direct Commercial Sales – DCS of state-of-the-art technology systems often require DoD support services in order to be effective.  (Note: DoD support/involvement is mandated for commercial AEW&C systems to ensure adequate interoperability).  Presently there is no method available for contractors to directly pay the DoD for needed services.  Arms Export Control Act Section 30 provides a means for contractors to pay the DoD for Government Furnished Equipment (GFE)/Government Furnished Materiel (GFM) related costs (to include DoD administrative services) in support of weapon system sales, but there is no comparable provision for DoD services that might be unrelated to GFE/GFM.  The only recourse is to require the purchasing country to establish an LOA for DoD services.

· Technology transfer and releasability.

· Defining the items/technologies that can be sold as DCS versus FMS. 

· Clear definition of “interoperability” for Command and Control (C2) systems.

· Implementation of the Team International concept should help alleviate some past problems wherein FMS versus DCS for particular programs tended to be conducted in isolation and information cross-flow was deficient.  As mentioned previously, some means should be devised to permit contractors to reimburse the DoD for services rendered that are required to successfully deliver a DCS.  The requirement to have a concurrent LOA or cooperative agreement in place to coincide with the DCS arrangement introduces added schedule risk into the process.   

6.6 AFSAT

· FMS/DCS Linkage – Establish a policy with priority for early FMS involvement for all DCS to ensure the coordinated package development includes all aspects of training support.

7.0 What is needed to improve FMS/international participation in US acquisition programs? What programs?

7.1 SAF/IAPQ

· (1) A change in DoD policy which would require acquisition program directors to consider foreign participation in research and development activities much earlier than pre-Milestone B. 


(2) Currently, DoD Instruction 5000.2, Operation of the Defense Acquisition System (Issued 23 Oct 00, Change 1 effective 4 Jan 01), paragraph 4.7.3.1.3. states "The use of Allied systems and equipment is a preferred source of meeting user requirements. DoD places great weight on interoperability of equipment with Allied governments and coalition partners and on Allied participation in DoD acquisition programs through cooperative development and production and through sales of U.S. equipment. Accordingly, potential foreign participation shall be considered as part of the acquisition strategy approved for Milestone B, to be reviewed at each subsequent major decision point." 


(3) At Milestone B, the Operational Requirements Document (ORD) is approved, and the program is fully funded. A program director may choose to ignore international cooperation opportunities prior to Milestone B, forging a program with a fixed set of requirements and full funding, with little opportunity to address secondary or foreign requirements and no incentive to devise a program requiring foreign participation and funding. 


(4) Instead, the Dept of Defense Policy should encourage program directors to seek cooperative opportunities during the Concept Exploration and Component Advanced Development work efforts. This is when there is still enough flexibility in the program to consider addressing secondary or foreign requirements and an opportunity to devise a program including foreign participation and funding.

· Efforts to realize the promises inherent in the Defense Capabilities Initiative (DCI), Defense Trade Security Initiative (DTSI) and other international acquisition streamlining efforts should be redoubled. International Trade Arms Regulations (ITAR) reform, coupled with recurring Military Critical Technologies List (MTCL) revision must be done to protect essential US technologies, while formally acknowledging that coalition warfare is not possible if the technology gulf between the US and other nations is too wide. 

· Plussing up the NATO International Cooperative Research and Development (ICR&D) program element, the COALITION WARFARE program element, and that of the FCT (Foreign Cooperative Test) Program are all substantive ways to increase international R&D collaboration, presage future cooperative acquisition programs, and enhance coalition interoperability.

7.2 SAF/IARE

· Trust in security areas, more flexibility in the AECA, less restrictive terms for foreign direct investments. Requirements such as proxy boards on foreign owned US companies serve no purpose other than to discourage investment. The USG must also look to foreign manufacturers to meet its technologies needs. We give it lip service, but when was the last time we bought a major defense article from overseas? Finally, USG agencies must prepare for and support top-tier prime contractor mergers, such as EADS and Boeing or Lockheed and BAe.

· The issue of lease term limits per Section 61 of the AECA must be changed from the current 5 year maximum term limit to allow the USG to compete on a level playing field with other nation's fighter programs, that are not restricted by lease term limits. Believe Mr. Mitchell and Major General Walters are working this fight, but it needs to be an item for discussion and subsequent action.

· Increased financial transparency for FMS customers. I know this continues to be worked by DSCA, but I routinely get beat up on this issue. And, I think the complaints are legitimate. Our Congress and our taxpayers would never allow us to commit large amounts of money on programs that had as little financial insight as our customers have in their FMS cases.

7.3 SAF/IARP

· Earlier formulation of Disclosure Description Lists (DDLs) and release policy on new systems/items so the USAF can talk to potential customers earlier in the acquisition process with better potential benefits for both sides.

7.4 AFSAT

· Need early SA involvement in system purchase negotiations--particularly for major end items.
8.0 What new major acquisitions via FMS are anticipated for FY03-04? Same for major sustainment efforts?

As previously coordinated.  Please refer to recent/ongoing DSCA initiative (DSCA P3) addressing sales projections (also addressing FY03/04).

9.0 What specific steps toward process improvement offer the most payoff?

9.1 SAF/IARE

· Rationalize the United States Munitions List (USML).  The USML is currently far too large, broad, and cumbersome. Many technologies on the USML are obsolete or produced by a number of foreign sources and are readily available. The list, which is also a product of the Cold War, still focuses more on technology and less on integration capability and processes. A smaller list with tighter controls, which allows a more effective focus by law enforcement is needed. If the item is available on the world market, we should be less concerned about protecting it (within reason). Often the list only prevents US companies from competing.

· Streamline security requirements. The system of disclosure to various nations is incredibly complex. While it is necessary to protect critical technologies and information, it seems we have gone overboard in what must be protected. As an example (while staying unclassified), we have thousands of variations of releases for articles to our NATO allies. Why are we working so hard to protect items that are already manufactured by European competition? This arcane list is not only confusing for USG reps; it also demonstrates a "holier than thou" attitude to our allies.

· Streamline Congressional notification requirements.  Congressional notification as it exists today is unwieldy. It is difficult to get congressional approval on an export, because of their limited in-session days. Need to raise dollar amounts and delegate review authority to lower levels to make system more responsive.

· Develop an IT strategy, and focus system improvement/development efforts to ensure IT is a process enabler rather than an impediment.  The information technology (IT) systems used within the Security Assistance (SA) community are woefully inefficient. My example would be the fact that you can ask how much money is available on a line and the answer is that it depends whether you are getting your answer from Defense Integrated Financial System (DIFS), Case Management Control System (CMCS), or Security Assistance Management Information System (SAMIS). On top of this, the Army and Navy have separate systems. These should all be integrated into one system; current IT would permit this. Ideally there would just be one system. I also think Defense Security Assistance Management System (DSAMS) is another candidate for a fix. That system is not user friendly making it more difficult to learn how to use.  This unfortunately deters most people who could benefit from having access to the information from bothering to use it. These are just two symptoms potentially pointing to an overall problem. DSCA should take a look at all IT systems supporting SA and integrate/upgrade where they can; it will make the people in the trenches more productive.

· Provide clear policy direction.  Better definition of policy related to large scale training activities conducted in the US (i.e. exercises such as RED FLAG, ROVING SANDS, etc. or training such as Singapore F-16's, German Tornados/F-4's). I expect us to see more and more requests of this sort, yet the FMS system (including visit request system and other supporting instruments) are not geared toward these types of services. Liability concerns continue to plague us in this arena, especially when multiple nations are involved.

· Revise the releasability and Congressional notification processes to allow us to be more responsive in competitive situations. Methods to pre-approve release of certain items prior to obtaining a Letter of Request would help us be more responsive in these situations. Likewise, the Congressional notification process when coupled with recesses, etc. makes a rapid response to a competitive Request For Proposal (RFP) difficult and can put the US at a disadvantage.

9.2 SAF/IARM

· Increase the timeliness of the LOA process.

· Improve areas of communication/share data on P&A.

9.3 SAF/IARP

· Work towards faster technology release decisions. 

9.4 SAF/IARW

· Define throughout the USG exactly what departments/directorates need to coordinate on export requests. Contractors are taking advantage (intentionally or not) of a process that apparently is not sufficiently structured. For example, export licenses have been granted for items that the USAF never reviewed/restricted in some way and were subsequently overruled/ignored. Converse is also true. Results in confusion in the USG and industry. Also allows export of items that should be restricted. 

· Current, easy to use, and universal database of licenses and provisos.

9.5 AFMC

· Expand use of automation to reduce internal DoD processing of security cooperation program paper (for example, LOAs and related documentation, Supply Discrepancy Reports (SDRs), etc) to shorten DoD pipeline time.  Additionally, put more program information into customers' hands through automated management information system capability wherein customers can "pull", manipulate, and analyze country program data without submitting "push" requests to DoD security cooperation personnel.  Ideally, business process improvements should be pursued in concert by the MILDEPS to achieve greater standardization and consistency and to reduce the negative effects of duplication of effort or "recreating the wheel." 

· Institute an aggressive information campaign with customers about the DoD's and MILDEPs movement toward data digitization emphasizing benefits in reduced logistics support costs, more timely management information, etc.

· Improve sharing of best business practices across the DoD security cooperation community. 

9.6 AFSAT

· Establish SA unfunded/Budget Execution Review (BER) process to more rapidly respond to the dynamics of SA training that cannot be predicted and incorporated into the traditional Program Objective Memorandum (POM)/Five Year Defense Plan (FYDP) process.  The SA community needs to be more responsive to schoolhouse requirements and enhance fiscal support to reduce the adverse impact of international training.  Once process is in place, make concerted effort to advertise and educate training community on how to recoup the increased costs associated with training international students.

· Develop viable career path for both military and civilians in the SA community.

· Civilian’s career path should provide guidance on training and experience needed to fulfill the responsibilities of varied SA duty positions.  For example, within AFSAT, Program Managers/Country Managers should augment professional SA courses with Acquisition training (ACQ 101, 201; LOG 101, 201; & semi-annual training with contracting squadron--Contracting 101 Familiarization Course).  Additionally, AFSAT Program/Country Managers should have Acquisition, Logistics, and SA Skill Codes credited to their records, so they can be identified, assigned, and promoted within the SA community (i.e., Security Assistance Training Field Activity (SATFA), Naval Education and Training Security Assistance Field Activity (NETSAFA), SAF/IA, DSCA, Embassies, Unified Commands, etc.).  

· Military should receive appropriate SA training and experience.  Their records should reflect Special Experience Identifiers (SEIs) that would be used for successive SA assignments in areas such as Foreign Area Officer (FAO), SAO, AFSAT Command Country Manager, etc.  SA experience should be captured in the military personnel system.  SA experience should enhance a person’s professional development and promotion opportunities.  As such, personnel should be rewarded, not penalized, for this important and challenging profession.

10.0 What do you see as the priorities for other security cooperation programs, such as IMET, Grant EDA, draw-downs, etc.?

10.1 SAF/IARM

· USG should make some F-16A/B available as grant aircraft for our African security partners who currently fly F-5s.

· Continue to keep the high level of International Military Education and Training (IMET).

10.2 AFSAT

· Due to worldwide focus of IMET, this important program should be the number one priority.  SA processes should be simplified, and in some cases modified, to better respond to customer needs (i.e., acceptance of technical training as a core component for countries to cultivate self-sufficient capability, commonality, interoperability, etc.).  Common SA objectives should drive all security cooperative programs (i.e., IMET, International Narcotic and Law Enforcement (INL), Sec 1004, 506 Draw down, FMS, etc.).

11.0  Conclusion

There are a number of overarching themes expressed by the Air Force security cooperation community within this response.  First is the desire to have a strategy coordinating DCS across both the military and industry.  Second is the concern over workforce issues such as training and replacement of personnel.  Third is the need to have business processes streamlined.  This is compounded by the last theme, the need to continually clarify policy and procedure to ensure full understanding of them and their intent.

If there are any questions or concerns with the information contained in this document, please contact Lt. Colonel Eschenburg at (703) 588-8957.  Further clarification will be provided as necessary.
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